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With over 12 years of experience in IT services and consulting, I am an AWS/Azure Automation Consultant and my core competencies encompass a range of tools and technologies including Jenkins, Docker, Kubernetes, Ansible, Terraform, and Python. I leverage these capabilities to foster collaboration, minimize errors, and enhance performance and scalability to execute software delivery solutions for clients spanning diverse domains.

	Professional Summary



· DevOps Engineer with delivering end-to-end solutions across Agile and DevOps life cycles, focusing on automation, CI/CD pipelines, and cloud infrastructure.
· Proficient in provisioning and managing Linux servers in cloud environments, configuring security groups, and implementing best practices for secure and scalable infrastructure deployment.
· Proficient in managing AWS services including EC2, S3, RDS, Lambda, IAM, CloudFormation, and EKS for building scalable and secure cloud architectures.
· Extensive experience with Azure services like Azure Kubernetes Service (AKS), Azure DevOps, Azure Blob Storage, Azure Functions, and Azure Resource Manager (ARM) for automating infrastructure management.
· Expertise in CI/CD pipeline creation and management using tools such as GitLab CI, Jenkins and GitHub Actions for seamless code integration and deployment.
· Strong containerization and orchestration skills using Docker for building, testing, and deploying applications, and Kubernetes for automating deployment, scaling, and management of containerized apps.
· Proficient in infrastructure as code (IaC) using Terraform and AWS CloudFormation to automate cloud resource provisioning and management.
· Skilled in configuration management with Ansible and Puppet to automate server setup, patching, and configuration across environments.
· Hands-on expertise in monitoring and logging solutions including Prometheus, Grafana, Datadog, and ELK Stack (Elasticsearch, Logstash, Kibana) to ensure system reliability and performance.
· Deep understanding of version control systems like Git and Bitbucket for managing source code repositories and integrating into CI/CD workflows.
· Experienced in scripting using Bash, PowerShell, Groovy, and Python for automating routine tasks, CI/CD pipelines, and custom integrations.
· Adept at writing and maintaining YAML configurations for Kubernetes, Helm charts, and CI/CD pipelines.
· Expertise in container orchestration using Kubernetes and deploying multi-node clusters with tools like Helm for managing Kubernetes applications.
· Solid experience with Maven and Gradle builds tools to streamline the automation of Java-based applications in the CI/CD pipeline.
· Extensive use of Terraform and ARM templates for managing cloud infrastructure on AWS and Azure through automation and IaC principles.
· In-depth experience with application performance monitoring and tuning using Prometheus, Grafana, and cloud-native tools like AWS CloudWatch and Azure Monitor.
· Proficient in automating deployment pipelines for microservices architectures using Docker, Kubernetes, and CI/CD tools for faster time to market and minimized manual intervention.
· Experienced in cloud security including managing IAM roles, security groups, VPC setups, and encryption for securing cloud infrastructure on AWS and Azure.
· Proficient in automating infrastructure provisioning and deployments with Ansible and Terraform, ensuring consistent environments across cloud platforms.
· Strong background in DevOps pipeline orchestration using GitLab CI/CD, Jenkins, and GitHub Actions, integrating tools like Docker, Helm, and Kubernetes for continuous delivery.

	[bookmark: _Hlk14017561]Work Experience


· Working as Sr DevOps engineer in Dover, USA from Jan 2024 to till date. 
· Worked as Assistant Consultant in Tata Consultancy Services (TCS), Hyderabad from Jun 2021 to Dec 2023.
· Worked as Consultant in Capgemini India Pvt Ltd, Hyderabad from Jan 2011 to May 2021.
	Technical Skills


	Provision/Configuration
	Terraform enterprise, Ansible.

	Web/ Application Server
	Tomcat, Apache DB2.

	Azure Services
	AAD, ADO, ASE, APIM, AKS, App services, App gateway, Virtual machines, storage account, Key vault, ACS, Azure SQL, EventHub, Service Bus, ASP, Logic Apps, Azure Monitor.

	AWS services
	EC2, VPC, RDS, IAM, S3, AWS CLI, CloudWatch, CloudTrail, EBS.

	Databases
	My SQL, Oracle, SQL Server.

	Scripting Languages:
	Shell scripting, Python, YAML, Bash, Groovy.

	Versioning Tools:
	GIT, GITHUB, GITLAB.

	Build Tools/ CI & CD Tools
	Jenkins, Docker, Git, Maven, Helm.

	Server
	Apache Tomcat, Web logic.

	Bug Tracking Tools
	JIRA.

	Container Management
	Kubernetes, Docker.

	Cloud Technologies
	AWS, Azure, GCP (Learning experience).

	Monitoring Tools
	Azure Monitor, Prometheus, Grafana.


	Project Experience



Project #1
Client:                      Dover 						                     Jan 2024 – Present         
    Role:                         Sr DevOps Engineer
Responsibilities: 
· Developed and managed CI/CD pipelines using Jenkins and GitHub Actions to automate the build, test, and deployment processes across various environments.
· Automated container orchestration and management of Docker images and containers using Kubernetes for scaling and deployment, ensuring high availability and fault tolerance.
· Designed and deployed AWS infrastructure using AWS Cloud Development Kit (CDK), CloudFormation, and Terraform for automated provisioning and management of cloud resources.
· Configured EKS clusters and managed Kubernetes resources such as pods, deployments, services, and namespaces, integrating Helm charts and automating deployments using GitLab CI.
· Implemented and managed AWS services including EC2, S3, RDS, EKS, ECR, Lambda, IAM, Elastic Load Balancer, and Auto Scaling groups to support cloud-based applications.
· Developed and optimized Groovy scripts for Jenkins pipelines, server configurations, and automated deployment of applications across environments.
· Created Ansible playbooks and managed infrastructure as code, ensuring consistent and repeatable setup across environments, and integrated with Ansible Tower for workflow automation.
· Configured DNS settings and routing using AWS Route 53 for high availability and implemented AWS Elastic Load Balancers (ELB) to route traffic efficiently to services.
· Integrated monitoring and logging tools such as CloudWatch, Prometheus, and Grafana to track application and infrastructure performance, creating custom dashboards and alerts.
· Automated the deployment of AWS infrastructure using CDK and Terraform scripts, integrating with Jenkins and GitHub Actions for continuous deployment.
· Configured Helm charts and Terraform scripts for deploying and managing Kubernetes applications, ensuring high availability and fault tolerance across AWS environments.
· Managed access controls and security policies using AWS Identity and Access Management (IAM), ensuring the secure interaction of Lambda functions with AWS services.
· Developed PowerShell scripts to automate server configuration, patch management, and infrastructure provisioning in both cloud and on-prem environments.
· Implemented code quality checks and static analysis tools like SonarQube and Trivy within Jenkins pipelines to enforce coding standards and improve software quality.
· Maintained detailed documentation for Jenkins pipelines, terraform scripts, and deployment workflows, ensuring team collaboration and onboarding efficiency.
[bookmark: _Hlk178277596]Project #2
	Client: 
	Wabtec                                                                                                             Jun 2021 – Dec 2023 


   Implementation:      TCS
   Role:                           DevOps Engineer
Responsibilities:
· Implemented Azure Active Directory (AD), Azure Storage, Azure VMs, and Azure SQL Database to manage identity, storage, and compute services, ensuring high availability and security.
· Automated the deployment of Azure infrastructure resources using ARM templates integrated with Azure DevOps pipelines, PowerShell scripts, and Azure CLI, streamlining infrastructure provisioning and updates.
· Developed Infrastructure as Code (IaC) solutions with ARM templates, automating the deployment and management of Azure resources and maintaining consistency across environments.
· Managed ARM deployments lifecycle including creation, updates, deletion, and rollback operations, ensuring desired infrastructure state and minimizing manual intervention.
· Configured and managed Azure Kubernetes Service (AKS), including cluster setup, pod scheduling, and resource management, optimizing containerized workloads.
· Utilized Terraform to automate provisioning of Azure infrastructure like VPCs, subnets, security groups, and resource scaling, maintaining consistent cloud environments.
· Integrated ARM templates with CI/CD pipelines using Azure DevOps to automate the continuous deployment of infrastructure changes, ensuring smooth rollouts.
· Deployed and managed Azure Functions and Azure Service Bus for serverless computing and messaging services, enhancing application scalability and reliability.
· Structured Auto Scaler for AKS clusters to dynamically adjust resources based on workload demands, ensuring optimal performance and cost-efficiency.
· Configured CI/CD pipelines with Azure DevOps for automating build, test, and deployment processes, improving the speed and reliability of software releases.
· Implemented PowerShell scripts for build automation and deployment processes in Azure DevOps pipelines, improving workflow efficiency and minimizing errors.
· Configured Azure Resource Manager (ARM) for efficient resource management, automating resource provisioning and infrastructure scaling with best practices.
· Monitored Azure resources using Azure Monitor and Application Insights, tracking logs and performance metrics to ensure application health and optimize performance.
· Implemented Azure Blob Storage for unstructured data management, optimizing storage costs and improving access speed through tiered storage solutions.
· Managed Azure IAM policies, security groups, and encryption settings, ensuring least privilege access, resolving permission mismatches, and enhancing security posture.

Project #3
	 Client:       
	AXA Assistance - AXA Liberty                                                                      Feb 2017 – May 2021 


    Implementation:     Capgemini 
    Role:                           DevOps Engineer
Responsibilities:
· Managed daily builds and deployments from Integration to Staging environments, ensuring smooth transitions and minimizing deployment errors.
· Worked on source code management by handling branch creation and repository management using Git and GitHub, ensuring organized version control.
· Integrated Git with Jenkins to automate code checkout processes and trigger builds, enhancing the CI/CD pipeline efficiency.
· Responsible for user and plugin management in Jenkins, implementing end-to-end automation of build and deployment processes.
· Automated CI/CD processes with Jenkins using shell scripts, streamlining deployments and reducing manual intervention.
· Created Docker images embedded with application dependencies, ensuring consistent environments across development, testing, and production stages.
· Managed containerized applications with Docker, writing Docker files and automating builds on Docker Hub, increasing deployment efficiency.
· Deployed and managed applications on Kubernetes, using nodes, ConfigMaps, and services to handle Pods for container orchestration.
· Worked with Docker and Kubernetes on AWS ECS and EKS, building, containerizing, and deploying applications on cloud providers.
· Used Ansible for server management, automating the configuration and deployment of new and existing servers with YAML scripts.
· Automated application updates and deployments using Ansible, improving server configuration consistency and reducing manual efforts.
· Built AWS infrastructure using resources like VPC, EC2, S3, IAM, ECS, EBS, and Security Groups, ensuring scalability and security of cloud environments.
· Utilized Azure DevOps and NSG Rules for managing cloud operations and optimizing business applications hosted on Microsoft Azure.
· Developed solutions for migrating workloads from classic to ARM-based Azure environments, ensuring seamless transitions and optimizing cloud performance.
· Automated Azure services using PowerShell scripts and JSON templates, increasing the efficiency of cloud infrastructure management.

Project #4
	Client:       
	BNP Paribas                                                                                                     Mar 2013 – Jan 2017 


    Implementation:     Capgemini 
    Role:                           DevOps Engineer
Responsibilities:
· Installed, configured, and maintained Web servers, Salt Stack, and cloud deployments, ensuring consistent infrastructure management and high reliability.
· Managed the installation, configuration, and administration of VMware, providing virtualized infrastructure support for enterprise environments.
· Deployed and monitored scalable AWS infrastructure using configuration management tools like Puppet, optimizing efficiency and scalability.
· Worked on source code repositories using Chef, Git, and Ansible, automating configuration management and version control tasks.
· Designed and implemented Puppet modules to automate configuration management and installation processes, reducing manual efforts.
· Led AWS physical-to-cloud migration, ensuring seamless transition and minimal service disruption during the migration process.
· Provisioned AWS services such as EC2, S3, ELB, RDS, SQS, and EBS, optimizing cloud resource utilization and managing costs effectively.
· Automated deployment of entire application stacks on AWS using CloudFormation, streamlining infrastructure provisioning for enhanced efficiency.
· Developed automation scripts using Python and Puppet, managing Red Hat Linux and Windows servers, improving deployment speed and consistency.
· Troubleshot migration and production issues, ensuring smooth operations and resolving infrastructure bottlenecks.

Project #5
	 Client:       
	HCSC                                                                                                                 Dec 2011 – Feb 2013


    Implementation:     Capgemini 
    Role:                          Build and Release Engineer
Responsibilities:
· Integrated Git and Jenkins to automate the code checkout process, streamlining the build pipeline and reducing manual intervention.
· Developed build and deployment scripts using Maven and ANT in Jenkins to automate environment transitions, ensuring smooth deployments.
· Set up and managed Cronjob scripts on production servers, automating routine tasks and monitoring system performance.
· Installed and configured Jenkins plugins to support project-specific tasks, enhancing build automation capabilities.
· Managed release tracking and coordinated with developers through infrastructure management tools for seamless release cycles.
· Implemented, maintained, and supported reliable builds for project teams, ensuring timely and reproducible outputs across environments.
· Collaborated with development teams to migrate ANT scripts to Maven, modernizing the build process for improved efficiency.
· Developed web services in Python using XML and JSON, facilitating data exchange and integration with other systems.
· Worked with cross-functional teams including development, testing, and infrastructure to ensure continuous operation of build and test systems following Agile methodologies.
· Supported continuous integration and delivery by optimizing the build process and ensuring minimal downtime across environments.

Project #6
	 Client:       
	Assurant Health                                                                                              Jan 2011 – Nov 2011


    Implementation:     Capgemini 
    Role:                          Software Engineer
Responsibilities:
· Tested full product suites, identifying issues and collaborating with the development team to resolve them, ensuring product quality.
· Identified end-to-end test cases for functional validation, covering various scenarios to ensure comprehensive testing.
· Prepared and managed test data, including mock data for testing environments, ensuring accurate test results.
· Documented detailed test cases and performed peer reviews to maintain consistency and improve test coverage.
· Executed test cases in the test environment, ensuring functionality and performance met defined requirements.
· Loaded real-time data into production environments, ensuring data accuracy and readiness for live operations.
· Maintained data and defect logs, tracking issues and ensuring timely resolutions.
· Prepared and sent daily reports, including test execution and defect reports, providing clear updates on testing progress.
· Coordinated with overseas teams, ensuring smooth communication and reporting on daily testing activities.
· Monitored and maintained defect tracking, ensuring prompt resolution of issues and minimizing release delays.

	Education



· MBA from Osmania University, Hyderabad India.
· B.Sc. Computers from Andhra University, Kakinada India.
